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Slide 2 – Storage technologies: 
	
	is storage that is inside of a computing device and used only by that computer. E.g. solid-state drive

	
	is storage that can easily be moved from one computing device to another. E.g. DVD

	
	is storage that is not directly connected to a computing device but can be accessed remotely via the network/internet. E.g. Cloud


Slide 3 
	Keeping data
	
	means preventing it from being accidentally lost or damaged.

	
	
	means preventing unauthorised users from accessing data.


	Why it is important to keep data safe and secure:
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	State two ways that data can be kept safe:

	

	State two ways that data can be kept secure:

	


Slide 5 – Network/computer security
	Files and folders can be protected by setting the ?? ?? to ??-?? so that the files cannot be altered. Individual documents can have ?? set so that only authorised staff can open the file to read and/or edit the contents

	?? can be set on whole documents or parts of the document only. For example, in spreadsheets an office worker may be allowed to enter data about prices but not be allowed to change the formulas.


Slide 6 – Physical security
	Give two example of how physical security can be used to protect data:
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	?? software uses an ?? or key to scramble (??) the contents of data files. The proper code is needed to unscramble the file (decrypt it) so it can be read and used. The data is meaningless if the encrypted file is accessed by anyone without the proper code.

	Data can be scrambled using ?? ?? when it is stored or transmitted between computers over networks.
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	Data should be ?? before being transmitted when customers buy goods or use services online. Everyone should check that the website used ?? when entering personal details

	A ?? website will show a small ?? and will use ?? instead of http in the URL to show that it is using ??.


